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VIDEO ANALYTICS CORPORATION

Generating a System Audit Report

The System Audit feature contained within the Fike Video Analytics video management software enables the user
to generate a detailed report of the system settings, including a list of servers (NVR) and their firmware versions as
well as a list of all FVA-IP cameras including their IP addresses, serial numbers, firmware versions, and camera
settings.

This information is useful for documenting and checking the system configuration at the time of commissioning
and at subsequent maintenance intervals to ensure the system has not been compromised. It is also vital to
maintain a current audit report in the event that a damaged or failing camera needs to be replaced. The audit
report records all of the camera’s sensitivity, delay, zone and schedule settings. Without the audit report, the
camera will have to go through the commissioning cycle, which requires time to collect the nuisance events and re-
configure the camera settings.

This guide takes you through the steps required to generate an audit report and verify an audit for maintenance
purposes.

Step 1 — Open up the video management software user interface by clicking on the appropriate icon shown below.

The video management software has a menu (File, Edit, Tools, Audit, and Help) that runs across the top of the
window above the 5 tabs (Servers, Browser, Alarms, Archive and Timeline) See image below.
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Step 2 — Select Audit from the menu. You can then choose to Generate an audit report, Verify an audit or Review
an audit.
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Step 3 — When you select Generate from the audit menu, an audit report will be created. The first page of the
Audit shows the NVR servers attached to the system and any cameras attached to those servers. Every page after
the first page is dedicated to a camera and shows the cameras field of view, serial numbers and all of the camera’s
settings.
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Example of Audit Report generated by the video management software

System Audit
Chem verzion 45518318877
Inspecsion D 820201424331 M
Servers:
Scdrezz Chanosiz Yerzion D
COrp.EXonX.com 4 45515318882 002530080025
Cameras:
2 Nome Address Server Serisl Version SigniFire
1 Shppng 1000.172 Corp.EXonK.com XD0O000000252 1872 Y
2 Warehouze 1000.174 corp.Exonx.com XC0000000151 1871 Y
3 Waehouse 1000.173 COrp.=XorHe.com XDO0000000118 1871 Y
4 ANSPI 0.00.157 Corp.ExonK.com 00808CA222CD S540s82 N
Inzpecior name
Page 1 of the audit showing server and cameras
D=e: 8202014
Serisl XC00000001351
Name Warehouse_Camera 1
Detecirs Sensisviey Dgsy
fce medium s
smoke: high 5
ofizie medium s
Relzy mode R
Resy dsme smoke i moson user comen oous nmwork  bright dark
1 - .
2
3 . .
2 Type Mode Schadues Poms
epecrmeme Sonewre

Subsequent pages show the field of view, zones, settings, serial number, IP number and firmware of each camera
on the system.

Step 4 — The generated audit report should be saved by selecting File from the audit menu and save data. In
addition, you can save the file as a .pdf by clicking the Acrobat PDF icon and print a hard copy of the report by
clicking the printer icon.

NOTE: You must save the audit report using the file save audit data to verify the original audit during maintenance.

The option to Review an audit, allows you to open saved audit files.
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Step 5 — Verifying an audit. Verify an audit compares the current system settings to the system settings recorded in
a previous audit that had been saved. If a setting has been changed, the verify feature highlights the change so
corrective action can be taken, if needed. To verify an audit, select Audit from the menu and then Verify. You will
be prompted to browse for an old audit file to compare the current settings to. Once selected, the video
management software will compare all the camera settings including field of view.
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If a problem exists, it will be highlighted on the camera icon and a fail grade will exist for the camera in the audit
column. A fail can occur for a number of reasons and does not necessarily mean the system is not functioning. For
example, if enough of the content of the image has changed, the image match could get a failing grade even
though the camera is properly aligned and correctly covers the hazard area. The fail indicator means further
examination is required to ensure the system is working properly.

Within the audit review you can drill down into each camera's settings using the window on the bottom left, with
additional information located in the window to its right. The report tab provides a printable version of the audit
verification while the images tab allows you to compare the previous recorded image to the current camera image
to ensure that the camera's field of view has not changed.

For further assistance please call Fike Video Analytics Corporation technical support at (844-345-3843).

To contact us or to download the latest version of this document, visit www.fike.com.

Fike is an ISO 9001 Certified Company.
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